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Abstract - Companies are often challenged to increase the 

functionality of IT while minimizing capital expenditures. 

Cloud providers operated on proprietary closed 

architectures that make migration a headache. In this 

paper we present a Cost based approach for selecting 

Multi-Cloud Storage. We found that our model fits the 

practical requirements and supports decision making in 

Cloud Computing. In this work we observed that, from 

customer’s point of view relying upon a solo service 

provider for his outsourced data is not very promising, so 

we propose a Cost Based Approach model in cloud 

computing which holds an economical distribution of data 

among the available service providers in the market to 

provide customers with data availability. 
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I. INTRODUCTION 

  Cloud computing isn’t just potentially delivering 

savings and flexibility for existing organizations. It 

is also laying the groundwork for a new generation 

of business start-ups, a new survey finds. Multi-

cloud strategy is the concomitant use of two or 

more cloud services to minimize the risk of 

widespread data loss or downtime due to a 

localized component failure in a cloud computing 

environment. Such a failure can occur in hardware, 

software, or infrastructure. A multi-cloud strategy 

can also improve overall enterprise performance by 

avoiding "vendor lock-in" and using different 

infrastructures to meet the needs of diverse partners 

and customers. 

   As customer bases and device types grow 

increasingly diverse (yet at the same time 

increasingly specialized), organizations face a 

complex array of challenges in their quest to satisfy 

the demands of all end users. In particular, the 

speed with which a given Website loads has a huge 

impact on customer satisfaction. Recent research 

has revealed that the average user expects a 

Webpage to load just as fast on a mobile device as 

it would on their home computer (two seconds or 

less). Because faster page loading results in more 

frequent and longer visits to a given Website, page 

loading time can indirectly affect rankings in 

search engines. A multi-cloud strategy can help an 

organization to minimize page loading times for all 

types of content. 

   A multi-cloud approach can offer not only the 

hardware, software and infrastructure redundancy 

necessary to optimize fault tolerance, but it can also 

steer traffic from different customer bases or 

partners through the fastest possible parts of the 

network. Some clouds are better suited than others 

for a particular task. For example, a certain cloud 

might handle large numbers of requests per unit 

time requiring small data transfers on the average, 

but a different cloud might perform better for 

smaller numbers of requests per unit time involving 

large data transfers on the average. Some 

organizations use a public cloud to make resources 

available to consumers over the Internet and a 

private cloud to provide hosted services to a limited 

number of people behind a firewall. A third type of 

cloud, called a micro cloud, may also be used to 

manage miscellaneous internal and external 

services. 

 
 

  It is an unfortunate fact of life that things fail. 

Vehicles, utensils, appliances, even buildings 

eventually break down in one way or another and 

something in them stops working. With IT it’s no 
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different. Everyone who has worked in IT for any 

period of time has experienced some issue related 

to failures, from hardware - faulty disks, broken 

PCs, power surges - to software failure - buggy 

software, application crashes and unhandled 

exceptions. If anything, the failure of hardware and 

software seems to be accepted as the norm, rather 

than the exception, by end-users. Just think about 

how routine it seems to reboot a laptop, or even a 

server, if something isn’t working properly. 

   With cloud computing, it’s no different: even if 

your cloud provider offers a 100% uptime 

guarantee for all the services you rely on, these 

services will eventually fail. You need to be 

prepared for when they do. While part of being 

prepared means having redundancy built into your 

cloud-based application, many times this 

redundancy is limited to running redundant copies 

of your application on separate data centres of the 

same cloud provider. While this is recommended - 

it is, after all, one of the reasons why all the large 

providers have multiple data centres in separate 

geographical locations - another possible strategy is 

adopting multiple cloud providers. 

  In this paper we present a formal mathematical 

model for the calculation of the Total Cost of 

Ownership (TCO) for Selecting Multi Cloud 

storage. The TCO is one of the most important 

cost-oriented approach that is widely spread in both 

research and practice [22]. The main focus of our 

model lies in the identification and calculation of 

cost factors. More precisely, the model strongly 

supports start-up companies that do not operate an 

internal IT infrastructure. The calculation results 

serve as decision support by evaluating Cloud 

Computing Services and providers on a cost basis. 

We based our model on the analysis of real Cloud 

Computing Services from our Cloud Computing 

research database 

(www.CloudServiceMarket.info). Furthermore we 

conducted a systematic literature review with 

which we identified important cost types and 

factors. The TCO model is prototypically 

implemented on a website for further evaluation 

steps and is accessible for the general public. The 

software tool is able to analyze the cost structure of 

Cloud Computing Services and thus supports 

decision makers in validating Cloud Computing 

Services from a cost perspective. The presented 

multi-method approach extends the TCO theory 

and applies deductive and inductive methods to 

develop a theoretically and practically based model 

  While traditional accounting approaches primarily 

aim at identifying the lowest possible costs, the 

benefits of the TCO approach lie in the 

improvement of customer-supplier communication 

and the analysis of the whole lifecycle of the IT 

artifact [7]. Furthermore, the TCO approach makes 

it possible to analyze the costs or individual cost 

components of an IT artifact by means of a 

predefined scheme. It virtually constitutes a 

mathematical representation of the “real world”. 

However, it is not the purpose of TCO models (or 

of any model) to provide a 1:1 image of reality, but 

to deliver a simplified, abstract view [10]. Hence, 

instead of including all relevant costs into the TCO 

analysis, the complexity of reality can be reduced 

by working on the basis of assumptions and by 

including only a limited number of carefully 

selected cost factors. In spite of this limitation to 

selected cost factors the TCO model should be able 

to provide reliable decision support [6]. For a 

rigorous development of the Cost based model we 

applied the following common requirements to T 

models [3,6,8,7]: 

Transparency: We provide an in-depth description 

of the model and the applied criteria. 

Applicability: The prototypical implemented 

software tool allows for an easy application of the 

TCO model with reasonable effort. 

Variability: The Cost based model is standardized 

to a large extent, but central aspects are variable, so 

that desired changes or extensions of the model are 

possible. 

Comparability: The analysis results of the model 

are comparable to each other since we provide a 

predefined framework and transparency of the 

calculation scheme. 

Decision Support: Since calculated costs are 

structured according to cost types and factors, the 

model provides a sufficient basis for a 

comprehensive analysis. Decision-making 

processes are supported since the model provides 

significant information. 

Status-Quo: The formal model is based on current 

business practices (expert interview) and the state 

of the art of Cloud Computing (systematic 

literature review). 

II. THORETICAL BACKGROUND 

  Catastrophic or widespread failures of cloud-

based systems are not mere hypothetical events. On 

August 7, 2011, Amazon experienced an outage at 

its cloud computing hub located in Dublin, Ireland, 

apparently caused by an electrical transformer 
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malfunction. On February 29, 2012, Microsoft's 

Azure cloud management system experienced an 

outage that adversely affected users in parts of the 

United States and Europe for several hours. In 

either case, a multi-cloud strategy might have 

prevented the failures from causing significant 

service disruption. 

  To build this paper on a solid base, we applied the 

method of a concept-centric systematic literature 

review [24]. As a first step we define the review 

scope and concentrate on TCO and cost accounting 

in Cloud Computing. Key words for the search 

belong to the realm of Cloud Computing and 

include terms like “total cost”, account*, combined 

with “cloud computing” and “as a Service”. The 

applied wildcard assures the identification of 

related, conjugated terms. Next we applied these 

key words to scientific databases like EBSCO, 

Science Direct, SpringerLink and AISeL to receive 

scientific, peer-reviewed papers. 

   To enlarge the number of papers we used forward 

(review of reference lists) and backward search 

(author-centric review). Strebel and Stage [22] 

developed an economic decision model that 

compares costs for the internal IT infrastructure 

(server and storage expenses) and the external 

provisioning by means of Cloud Computing 

Services (fees for CPU hour, time contingent, 

storage, internet service provider costs and inbound 

and outbound data transfer costs). They present a 

formal cost model, an optimization model and a 

regression model that focus on the hybrid usage of 

internal and external infrastructure sources. 

Simulation runs are conducted with data from a 

case study. Their first finding is that Cloud 

Computing is more cost-effective the more 

business applications and processes are ready to 

source via a Cloud Computing Service. In contrast 

they find that the cost-effectiveness decreases with 

the number of virtualized applications, since 

internal servers can be used more effectively. 

However, they conclude that the application of 

Cloud Computing Services is beneficial for high 

storage requirements. 

  A cost-benefit analysis is applied by Kondo et al. 

[14] that focuses on IaaS. They compare Cloud 

Computing Services to volunteer computing 

applications like SETI@home and XtremLab. The 

benefit analysis concentrates on the system 

performance. Their overall finding is that in the 

long run volunteer computing is economically 

more beneficial but requires high start-up 

investments. For short and high performance tasks 

it is recommendable to apply a commercial Cloud 

Computing Service. Also, they just concentrate on 

particular cost factors (salaries, electricity, 

network, hardware, data storage and queries) in 

their approach. 

   While Strebel and Stage [22] as well as Kondo et 

al. [14] applied the company perspective on TCO 

in Cloud Computing Li et al. [16] focus on the 

provider perspective. They developed a software 

tool to calculate setting-up and maintenance costs 

for a Cloud (costs of hardware, software, power, 

cooling, staff and real-estate). Instead of focusing 

on physical hardware they concentrate on 

maximum virtual machines that can be deployed 

within a datacenter to react more flexible on 

customer demands. Moreover they emphasize the 

importance of fixed costs that providers need to 

bear during the whole lifecycle. 

  The results of the systematic literature review 

indicate that the topic of TCO in Cloud Computing 

has not been discussed extensively. For instance, 

several authors in this field argue that a rigorous 

and comprehensive TCO approach for Cloud 

Computing is important, since it can significantly 

lower the TCOs and corresponding risk factors [4]. 

However, they do not provide further information 

on how to develop such a model or tool. 

Furthermore, results from the field of Grid 

Computing that shares several features with the 

Cloud Computing paradigm focus on resource 

providers, omit storage costs and are scenario-

specific (not generally applicable) [22]. To the best 

of our knowledge, we are the first one who develop 

a comprehensive TCO model that applies for IaaS, 

PaaS and SaaS, focuses on the particular features of 

these service models and include a wide range of 

cost types and factors. 

III. PREREQUISTIES FOR THE MODEL 

CONSTRUCTION 

   The cost structure and identification of cost types 

have been initially created on the basis of real 

Cloud Computing Services and the identified 

literature. Finally the results of the expert interview 

approved and extended our model. The 

identification approach follows a typical decision-

making process starting with a strategic decision to 

source a Cloud Computing Service and ending with 

the back sourcing or discarding of a Cloud 

Computing Service [13]. Next we shows an 

overview of the different identified cost types, 

representing the single phases of the decision-
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making process, and corresponding cost factors, 

which are unique by item or cost type [9]. 

Selection of Cloud Computing Services and Cloud 

Types [9,1,16,3] (str): Strategic decision on 

sourcing a Cloud Computing Service: as-is analysis 

of the IT infrastructure and business applications, 

analysis of performance indicators, application of 

decision tools; choice of Cloud Computing Service 

type (IaaS, PaaS, SaaS or combinations); choice of 

Cloud type (Public, Private or Hybrid Cloud); 

definition of service requirements (as e. g  

hardware configuration for IaaS, programming 

language support for PaaS and functionalities for 

SaaS). 

Evaluation and Selection of Service Provider 

[14,9,1,3,5] (eva): Search process for providers 

offering the desired service based on the previously 

defined requirements. Service evaluation and 

analysis: evaluation of the functionalities of Cloud 

Computing Services; identification of the best 

alternative. 

  Evaluation of the provider and SLA analysis: 

determining the provider‘s reputation, analysis of 

the SLAs (quality of service) and of the security 

requirements (e. g. data recovery) 

Service Charge [9,1,16,3] (char): Pricing schemes 

vary depending on the service type and the 

provider. The service charge can be calculated on 

the basis of the pricing schemes  

Implementation, Configuration, Integration and 

Migration [5,1,9] (imp): Implementation and 

configuration of the service, including, for 

example, access authorizations (creating groups 

and users including their specific rights). 

Integration into or merging with other systems and 

business processes. This includes the option of 

merging two Clouds into a hybrid Cloud. Migration 

of the system (porting of data) 

Support [5,7,1,16] (sup): Phone, email and ticket 

support and/or support via chat (instant messaging) 

Initial and permanent training [5,8,7,1,14] 

(train): Internal (by own employees) or external 

training (by third-party providers): User training 

and administrative training 

Maintenance and Modification [14,16,22,7] 

(maint): Modifying the service to guarantee 

operability Testing the service operability; 

configuration of settings; tariff changes. 

Monitoring and Reporting: Performance and Cost 

management. Service Level Management: testing 

whether the provider fulfills contractual obligations 

(aspects of service quality, as e. g. availability) 

System Failure [9,5](fail): Lost working time, 

Contract penalty for non-delivery of services ,Loss 

of reputation 

Back sourcing or Discarding [9,16,22]bs): 

Porting of data from the Cloud Reestablishment. 

 

   To construct a realistic and Cloud Computing 

specific model we conducted several analyses of 

Cloud Computing Service pricing schemes and 

distinguish between the IaaS, PaaS and SaaS 

service models. The selection of services for our 

analysis is based on our Cloud Computing Service 

data base which is publicly available on 

www.CloudServiceMarket.info and currently 

includes about 170 Cloud Computing Services. 

Additionally, we consulted several literature 

sources which list providers [15,20,21] and 

describes important cost factors [14,11,22]. For the 

construction of the model we identified and 

analyzed 15 services that appropriately describe the 

Cloud Computing market. The purpose of this 

analysis is to include a wide range of different 

pricing schemes which enables us to posit a general 

statement of pricing in Cloud Computing. 

 

   A closer look at the different types of Clouds 

shows that for the usage of services from a Public 

Cloud the service provider delivers the necessary 

resources [2]. The costs incurred depend on the 

particular pricing scheme. Their customers do not 

have any insight into the underlying IT 

infrastructure and have restrictive administrative 

rights. Hence, in case the hardware requirements 

are not sufficiently specified, the user needs to 

contact the provider’s technical support before 

closing a contract. On the opposite and not in the 

focus of this study, a Cloud Computing Service can 

be defined to be delivered via a Private Cloud if 

the user and the provider of the service belong to 

the same organization or if a third party provides 

the service exclusively [2]. The former (same 

organization) is only the case if the service is 

implemented into an existing IT infrastructure, i. e. 

if an existing infrastructure – in a rented or a 

company-internal data center – is transformed to a 

Cloud Computing Service delivery environment.     

The costs incurred in the course of this process 

include the license costs of the implemented 
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software as well as the costs of the underlying IT 

infrastructure that the user must provide for. The 

latter case (third-party provider) resembles the 

Public Cloud variety of IaaS in the sense that the 

user procures the resources from an IaaS provider. 

However, the provider does not administrate the 

data in a Public Cloud, but in an exclusive Private 

Cloud. Lastly, hybrid solutions can be described as 

an aggregation of Public and/or Private Cloud 

varieties [2]. The total cost of a Hybrid Cloud 

equals the total or at least proportionate costs 

incurred by each individual solution that is 

associated to it. Also, the monetary expenses of 

aggregating the individual solutions need to be 

considered (provided the applied software enables 

the creation of a Hybrid Cloud). 

IV. MATHEMATICAL APPORACH FOR 

COST BASED MODEL 

  By adopting a multi-cloud strategy, that is, by 

running your cloud-based deployments on multiple 

cloud providers, redundancy is taken to a whole 

new level. By selecting data centres from different 

providers to host our cloud servers, we can 

effectively eliminate the risk associated with the 

business continuity of the infrastructure provider, 

as well as risks related to electricity suppliers, 

networking providers and other “data centre” issues, 

since each cloud provider will usually operate 

separately. 

   A multi-cloud strategy also reduces other risks 

associated with having a single provider: let’s say 

someone discovers vulnerability on the 

virtualization platform that your current 

infrastructure provider uses. If you are deploying 

on multiple clouds, you can simply shut down the 

servers on the vulnerable provider with little or no 

impact to your operations. The same mentality 

applies if suddenly your provider decides to 

increase its prices, or even change its terms of 

service: shut down your servers, and move your 

business to someone else. For a while, during the 

early years of cloud computing (which was no 

more than 3-4 years ago), adopting a multi-cloud 

strategy was hard. Cloud providers operated on 

proprietary closed architectures that made 

migration a headache: you’d need to effectively 

download whatever data you had, rebuild your 

virtual machine from scratch on another provider, 

and then upload everything back again. Today, 

however, these barriers to change are dropping fast. 

   Motivated by the need to enable the 

interoperability of existing corporate data centres 

with their own public infrastructure, cloud 

providers are facilitating the upload and download 

of entire virtual machines, so that copying your 

VMs from one provider to another is easier than 

ever. There are data migration solutions that allow 

you to move data from one service provider to 

another with ease. There are even cloud-based 

service providers, such as Cloudability, that make it 

easier for you to manage multiple cloud providers 

at the same time. 

  To fulfill the requirement of transparency of a 

TCO model, we start with a description of the 

general model design. This means that we firstly 

assign cost factors To fulfill the requirement of 

transparency of a TCO model, we start with a 

description of the general model design. This 

means that we firstly assign cost factors that 

influence the cost types and then present the 

general underlying formula design that is applied 

for each cost type. The assignment of the cost 

factors f to the identified cost types t is represented 

in as Cost types and factors below: 

Strategic Decision, Selection of Cloud 

Computing Services and Cloud Types (str): 

Expenditure of time (eot), consulting services 

(cons), information for decision-making (inf)  

Evaluation and Selection of Service Provider 

(eva): Expenditure of time (eot), consulting 

services (cons), information for decision-making 

(inf) 

Service Charge IaaS (charIaaS): Computing 

power (cp), storage capacity (sto), inbound data 

transfer (inb), outbound data transfer (outb), 

provider internal data transfer (intdt), number of 

queries (que), domain (dom), SSL certificate (ssl), 

licence (lic), basic service charge (bsc) 

Service Charge PaaS (charPaaS): User-

dependent basic charges (use), storage capacity [for 

the developer team] (sto), inbound data transfer 

(inb), outbound data transfer (outb), provider 

internal data transfer (intdt), extra user data storage 

capacity (udats), extra user document storage 

capacity (udocs), queries to the Application 

Programming Interface (api), sent emails (email), 

database (db), secured logins (seclog), connections 

with other providers’ applications (con) 

Service Charge SaaS (charSaaS): Access to the 

service system (acc), user (use). 

Implementation, Configuration, Integration and 

Migration (imp): Expenditure of time (eot), 

porting process (port) 
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Support (sup): Expenditure of time (eot), support 

costs (sc),problem solving (ps)  

Initial and permanent training (train): 

Preparation time of internal employees (prept), 

participating time of internal employees (part), 

instruction material (mat), external consulting 

services (cons) 

Maintenance and Modification (maint): 

Expenditure of time (eot) 

System Failure (fail): Loss per period (loss) 

Backsourcing or Discarding (bs): expenditure of 

time (eot), porting process (port)                                                                                                                                                                           

Selection of Cloud Computing Services and Cloud 

Types: The costs of strategic decisions and the 

selection of suitable Cloud Computing Services are 

made dependent on the expenditure of time (eot) 

necessary for decision making (expressed in   

monetary terms). The expenses for information on 

which the decision may be based (inf), as e. g. 

scientific literature or market studies, as well as 

costs of external consulting services (cons). The 

total costs of the expenditure of time result from 

the total expenditure of time of all involved 

employees.  It is determined by multiplying the 

employee’s hourly salary  by the expenditure 

of time and add up for all involved 

employees m: .Costs for 

decision-making incur in periods i < 1. 

Furthermore, the total cost of purchased 

information materials (inf) can be described as the 

sum total of the prices of all purchased materials. 

Lastly, the costs of consulting services  are 

summarized into a total. The cost factors of cost 

type str are finally add up: 

 
Evaluation and Selection of Service Provider 

(eva): The costs induced by the process of 

evaluating and selecting service providers depend 

on the amount of time that employees invest in this 

process (eot) and on the costs of external 

consultants that support this process (cons). The 

calculations for    and    are analogously 

conducted to  and . 

Service Cost  for IaaS (charIaaS): For IaaS the 

service charge depends on the cost factors  C that 

are presented above. The period-specific costs for 

used computing power are calculated by 

multiplying the number of used processing units 

per period i by the price of one computing 

unit within period i. The price varies 

according to the specific characteristics of the 

system, as e. g. RAM, the number of computing 

units, storage capacity (in GB), the used operating 

system (Linux or Windows) and the platform (32-

bit or 64-bit). The total costs of this cost factor 

result from the addition of all induced costs during 

all periods n 

= * . 

   This calculation scheme is also applied for 

storage capacity costs (sto), inbound (inb), 

outbound (outb) and internal data transfer (intdt) to 

other web services by the same provider and query 

costs (que). The total costs of a domain (dom), an 

SSL certificate (ssl), software license (lic) and 

basic service charges (bsc) are determined by 

multiplying the number of used periods n by the 

respective price  of the cost factor f of the 

respective cost type t =n*  

Service Cost for PaaS (charPaaS): Again, we 

applied the cost factors listed above for charPaaS. 

Firstly, service prices are regularly user-dependent 

basic charges and incur in period i.  

However, these costs frequently cannot exceed a 

maximum value per period i: 

= = *  

with <= .Storage capacity for 

the  hole developer team is determined by 

and calculated in the same way as for 

IaaS: = *  

The formula for the calculation of the overall costs 

of  the cost factor computing power is the same for 

PaaS and IaaS. Furthermore, some providers 

charge a fee for sent emails whose amount depends 

on the number of messages . The costs for 

databases (db), secured logins (seclog) and 

connections (con) to other providers’ applications 

can be calculated by multiplying the number of 

occurrences of each cost factor f during period i by 

the respective price p. 

Service Cost for SaaS (charSaaS): Service charges 

for SaaS are often determined on the basis of an 

access price per period .Additionally they 

may also be dependent on the number of users 

If this is not the case, this factor takes a 

value of 1 in our approach. The total costs of the 

period-dependent cost factor acc equals the sum 

total of all costs caused by this factor during all 

periods n: = * . 
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Finally, the overall costs of the service charge for 

SaaS equal the sum of the total costs of all 

individual cost factors f.  

Implementation, Configuration, Integration and 

Migration (imp): The total costs of this cost type 

are dependent on the expenditure of time (eot) to 

fulfill the required tasks as e. g. implementation, 

configuration, integration and migration of services 

and data. An important cost factor in this category 

is the need of data porting from the customer to the 

provider (port). As mentioned, the providers charge 

their customers for inbound data transfer.  

 

  The costs of the initial transfer of data to the 

Cloud for the purpose of system migration belong 

to this cost type. They are calculated by 

multiplying the data volume per unit (i. e. gigabyte) 

by the price of one unit. Some providers offer hard 

disk shipping services to input the customer’s data. 

However, this approach does not focus on data 

volume but rather on the number of hard drives and 

data loading time. The cost factor “porting” is not 

made dependent on temporal price shifts because it 

is assumed that the data porting process can be 

completed within one period t: 

 
Support (sup): The cost type „Support“ depends on 

the costs of support services via telephone, email, 

ticket systems or chat. It is assumed that the 

customer has access to the internet for reasons 

other than technical support (cf. assumption 1). 

Therefore this type of costs depends on the 

expenditure of time (eot) required for interactions 

with support personnel, as well as on occurred 

costs. However, some providers charge users on the 

basis of the time needed for problem solving and 

support. 

Initial and Permanent Training (train): The total 

costs of the cost type „initial and permanent 

training” can be subdivided into internal training 

(staff members as coaches) and external training 

(third party coaches from outside the company). 

There can be several internal and external trainings. 

The costs of an internal training depend on the 

amount of preparation time invested by one or 

more employees (prept), the amount of time 

invested by participating employees (part) and the 

costs of instruction material (mat). 

Maintenance and Modification (maint): This cost 

type depends on the expenditure of time (eot) for 

the general maintenance and for modifications 

made to the service implementation The cost factor 

“tariff switch” is included here as well. 

System Failure (fail): The consequences of a 

system failure strongly depend on the 

interdependencies of services and business 

processes and their relevance to the business goals. 

Hence, the total costs of a system failure need to be 

stated for each company individually. Possible cost 

factors are, for example, loss of productive working 

time, contract penalties for delays or damage to the 

company’s reputation which is hard to evaluate. 

Backsourcing or Discarding of the System (bs): 

The backsourcing of the system involves costs for 

the porting of data from the Cloud (port), as well as 

a certain expenditure of time (eot). 

Case Study 

   From a cloud provider's perspective, the elastic 

resource pool (through either virtualization or 

multi-tenancy) has made the cost analysis a lot 

more complicated than regular data centers, which 

often calculates their cost based on consumptions 

of static computing. Moreover, an instantiated 

virtual machine has become the unit of cost 

analysis rather than the underlying physical server. 

A sound charging model needs to incorporate all 

the above as well as VM associated items such as 

software licenses, virtual network usage, node and 

hypervisor management overhead, and so on. 

  For SaaS cloud providers, the cost of developing 

multitenancy within their offering can be very 

substantial. These include: re-design and re-

development of the software that was originally 

used for single-tenancy, cost of providing new 

features that allow for intensive customization, 

performance and security enhancement for 

concurrent user access, and dealing with 

complexities induced by the above changes. 

Consequently, SaaS providers need to weigh up the 

trade-off between the provision of multi-tenancy 

and the cost-savings yielded by multi-tenancy such 

as reduced overhead through amortization, reduced 

number of on-site software licenses, etc. Therefore, 

a strategic and viable charging model for SaaS 

provider is crucial for the profitability and 

sustainability of  SaaS cloud providers. 

  To illustrate the application of the presented 

model, we introduce an example that deals with the 

provisioning of a public IaaS Cloud Computing 

Service. A start-up company that develops web 

platforms and services decides to source 

infrastructure services like computing, power and 

storage capacity from a Cloud Computing Provider.   
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The advantages for the customer lie in the flexible 

cost accounting of Multi Cloud Computing 

Services. For instance, in periods with low market 

demand for his services he can scale down the 

required systems. 

  In this case study the chosen Cloud Computing 

Provider (Amazon Web Services) has been 

identified in previews periods and the decision-

maker wants to calculate the TCO of this particular 

provider. The strategic decision required 16 hours 

of work (average wages per hour for decision-

maker and IT personnel: $112) plus costs for 

information material amounting to $140. 

Consulting services are to be omitted since costs 

should be kept down. Since the business processes 

are strongly dependent on the provider’s 

performance the availability of the service is very 

important and was set to 99.99%. For the 

identification of a suitable provider he assumes 20 

hours. Since the company is quite young the 

planning period just covers 12 month. Two month 

during this year are assumed to require a highlevel 

of computing power. Thus the provider charges 10 

times a regular rate for two windows instances of 

$0.14 per hour and twice $0.48 per hour for peaks.  

  In the first year 1 TB of storage capacity is 

required that costs $0.14 per GB. The data transfer 

will be 200GB per month ($0.12, charged by the 

second GB of data transfer). Since the company did 

not realize a Cloud Computing project yet, 

implementation efforts are quite high and estimated 

to 50 hours. Costs for inbound data transfer are not 

charged by the provider. Since support information 

for the provider’s services are available in many 

internet forums the company subscribes to the 

lowest level of support that cost $50 per month. 

Costs for trainings are not accounted, for the new 

infrastructure will not change the business 

processes. The maintenance and modification 

efforts are estimated to be 2 hour per month. For 

the assessment of the system failure we assume a 

loss of $50 per month. 

V.CONCLUSION 

   In this paper, we proposed a cost based model for 

selecting  multi-cloud storage ,which seeks to 

provide each customer with a better cloud data 

storage decision, taking into consideration the user 

budget as well as providing him with the best 

quality of service  offered by available cloud 

service providers. By dividing and distributing 

customer’s data, our model has shown its ability of 

providing a customer with a secured storage under 

his affordable budget.In this paper we argue that 

the analysis of relevant cost types and factors of 

Cloud Computing Services is an important pillar of 

decision-making in Cloud Computing 

management. The IT artifact is presented in the 

form of a mathematical model and implemented on 

a website that is open for the general public. The 

Cost based model has been evaluated by means of 

an expert interview, the result of the analysis of 

real Cloud Computing Services, a case study as 

well as scientific taxonomies and ontologies. 

During our research process we found that the 

evaluation and selection process of Cloud 

Computing Services is frequently conducted ad-hoc 

and lacks systematic methods to approach this 

topic. The presented method rises the awareness of 

indirect as well as hidden costs in Cloud 

Computing. Nevertheless, the TCO approach 

should be regarded as one part of a comprehensive 

IT cost management and as an additional method to 

evaluate a Cloud Computing Service. Every 

mathematical approach has some limitations that 

need to be considered for its practical application. 

  First, we made some restrictive assumptions that 

support us in taking a particular focus on Cloud 

Computing Services. Thus, we hide cost types that 

focus for instance on an existing  internal IT 

infrastructure and their cost factors (cf. assumption 

1 and 2). If a company plans to implement a private 

Cloud these additional cost types are necessary for 

a complete evaluation. Since our approach focuses 

strongly on the evaluation of Cloud Computing 

Services that are frequently provided externally, we 

feel that these assumptions simplify the cost 

evaluation approach and its applicability. 

Furthermore, we do not consider quality or 

functional aspects of Cloud Computing Services 

within our method. We support the migration to 

multi-clouds due to its ability to decrease security 

risks that affect the cloud computing user. 

REFERENCES 

[1] Aggarwal, S; McCabe, L (2009): The 

Compelling TCO Case for Cloud Computing in 

SMB and Mid-Market Enterprises. 

[2] Armbrust,M et al.(2010):A view of cloud 

computing. Communications of the ACM 

53(4):50-58. 

[3] Becker, J; Beverungen, D; Matzner, M; Müller, 

O (2010): Total Costs of Service Life: The 

Need of Decision Support in Selecting, 

Comparing and Orchestrating Services. First 

http://ijcer.org/


Sai Kiran M, et al International Journal of Computer and Electronics Research [Volume 2, Issue 2, April 2013]  

 

© http://ijcer.org                                               ISSN: 2278-5795                                                        Page 168 

International Conference on Exploring Services 

Sciences. 

[4] Creeger, M (2009): CTO Roundtable: Cloud 

Computing. Communications of the ACM 

52(8):50-56.  

[5] David, JS; Schuff, D; Louis, RS (2002): 

Managing your total IT cost of ownership. 

Communications of the ACM 45(1):101-106. 

[6] Ellram, LM; Siferd, SP (1998): Total cost of 

ownership_: A key concept in strategic cost 

management decisions. Journal of Business 

Logistics 19(1):55-84. 

[7] Ellram, LM; Siferd, SP (1993): Purchasing: 

The cornerstone of the total cost of ownership 

concept. Journal of Business Logistics 

14(1):163-184. 

[8] Ellram, LM (1994): A taxonomy of total cost of 

ownership models. Journal of Business 

Logistics (1):171-191. 

[9] Ellram, LM (1995): Total cost of ownership: an 

analysis approach for purchasing. International 

Journal of Physical Distribution & Logistics 

Management 25(8):4-23. 

[10] Frantz, FK (1995): A Taxanomy of Model 

Abtraction Techniques. Proceedings of the 

Winter Simulation Conference. 

[11] Heinle, C; Strebel, J (2010): IaaS Adoption 

Determinants in Enterprises. Economics of 

Grids Clouds Systems and Services :93–104. 

[12] Hilley, D (2009): Cloud Computing: A 

Taxonomy of Platform and Infrastructure-level 

Offerings Cloud Computing. Georgia Institute 

of Technology. 

[13] Jayatilaka, B; Schwarz, A; Hirschheim, R 

(2003): Determinants of ASP choice: an 

integrated perspective. European Journal of 

Information Systems 12(3):210- 224. 

[14] Kondo, D; Javadi, B; Malecot, P; Cappello, F; 

Anderson, DP (2009): Cost-Benefit Analysis of 

Cloud Computing versus Desktop Grids. 

Proceedings of the 2009 IEEE International 

Symposium on Parallel&Distributed 

Processing. 

[15] Lenk, A; Klems, M; Nimis, J; Tai, S (2009): 

What’s Inside the Cloud? An Architectural 

Map of the Cloud Landscape. Proceedings of 

the 2009 ICSE Workshop on Software 

Engineering Challenges of Cloud Computing. 

[16] Li, X; Li, Y; Liu, T; Qiu, J; Wang, F (2009): 

The Method and Tool of Cost Analysis for 

Cloud Computing. 2009 IEEE International 

Conference on Cloud Computing :93-100. 

[17] Martens, B; Pöppelbuß, J; Teuteberg, F 

(2011): Understanding the Cloud Computing 

Ecosystem: Results from a Quantitative 

Content Analysis. Proceedings of the 10th 

International Conference on 

Wirtschaftsinformatik. 

[18] Mell, P; Grance, T (2009): The NIST 

Definition of Cloud Computing. National 

Institute of Standards and Technology 53(6):50. 

[19] Oliveira, D de; Baião, FA; Mattoso, M 

(2010):Towards a Taxonomy for Cloud 

Computing from an e- Science Perspective. In: 

Nick Antonopoulos; Gillam, Lee (Hrsg), Cloud 

Computing: Principles, Systems and 

Applications. Springer, Berlin. 

[20] Ramireddy, S; Chakraborthy, R; Raghu, T 

(2010): Privacy and Security Practices in the 

Arena of Cloud Computing-A Research in 

Progress. Proceedings of the 2010 Americas 

Conference on Information Systems. 

[21] Rimal, BP; Choi, E; Lumb, I (2009): A 

Taxonomy and Survey of Cloud Computing 

Systems. 2009 Fifth International Joint 

Conference on INC IMS and IDC. 

[22] Strebel, J; Stage, A (2010): An economic 

decision model for business software 

application deployment on hybrid Cloud 

environments. Multikonferenz 

Wirtschaftsinformatik. 

[23] Walsham, G (2006): Doing Interpretive 

Research. European Journal of Information 

Systems 15(3):320- 330. 

[24] Webster, J; Watson, RT (2002): Analyzing the 

past to prepare for the future: Writing a 

literature review. MIS Quarterly 26(2):xiii-

xxiii. 

[25] Youseff, L; Butrico, M; Silva,D Da(2008): 

Toward a Unified Ontology of Cloud 

Computing. 2008 Grid Computing 

Environments Workshop:1-10. 
 
 

http://ijcer.org/

